Safeguarding and Welfare Requirement: Information and Records

Rosslyn Nursery and Preschool

10.3 Confidentiality and Data Protection
Policy statement
‘Share with informed consent where appropriate and, where possible, respect the wishes of those who do not consent to share confidential information. You may still share information without consent if, in your judgement, there is good reason to do so, such as where safety may be at risk. You will need to base your judgement on the facts of the case.’
Information sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (HMG 2015)
In our setting, staff and managers can be said to have a ‘confidential relationship’ with families. It is our intention to respect the privacy of children and their parents and carers, while ensuring that they access to high quality early years care and education in our setting. We aim to ensure that all parents and carers can share their information in the confidence that it will only be used to enhance the welfare of their children. We have record keeping systems in place that meet legal requirements; the means that we use to store and share that information takes place within the framework of the General Data Protection Regulations (2018) and the Human Rights Act (1998).
Confidentiality procedures
· Most things that happen between the family, the child and the setting are confidential to our setting. In exceptional circumstances information is shared, for example with other professionals or possibly social care or the police.

· Information shared with other agencies is done in line with our Information Sharing Policy. 

· We always check whether parents regard the information they share with us to be confidential or not.

· Some parents may share information about themselves with other parents as well as with us, we cannot be held responsible if information is shared by those parents whom the person has ‘confided’ in. 
· Information shared between parents in a discussion or training group is usually bound by a shared agreement that the information is confidential to the group and not discussed outside of it. We are not responsible should that confidentiality be breached by participants.
· We inform parents when we need to record confidential information beyond the general personal information we keep (see our Information Sharing Policy and our  Privacy Notice) - for example with regard to any injuries, concerns or changes in relation to the child or the family, any discussions with parents on sensitive matters, any records we are obliged to keep regarding action taken in respect of child protection and any contact and correspondence with external agencies in relation to their child.

· We keep all records securely (see our Privacy notice).
· All personal information (registration form) is kept in a manual file, along with any other information relevant to the child, reports etc.  Any reports completed on a computer are deleted once a hard copy has been printed. Emergency contact lists, email addresses and mail chimp accounts are deleted from the computer once the parent/child has left our setting.  Any mobile numbers are deleted from our mobile phone. Our computer is password protected, and only used by the Manager.  The Manager’s mobile phone has face Id and is password protected. Staff members use a password protected tablet in the setting to take photos of their key children for tapestry.  These photos are loaded directly from the tablet to the child’s tapestry account. With parental permission photos are occasionally used on our website/twitter/facebook.  In addition we compile a photo album for Ofsted to show evidence of activities.  Once the photographs have been used for the relevant purpose they are deleted.  Parents/carers will have access to their child’s Tapestry learning and development journal.  This is password and pin protected. Upon leaving our nursery the journal will be downloaded by the parent and deleted by us. Parents/carers have no access to information about any other child.
· All manual files are kept in a locked office, in a locked desk. Personal data is retained for up to 3 years after your child leaves our setting or until the next Ofsted inspection after your child leaves. Medication and accident records are kept for longer, according to legal requirements. (See Privacy Notice).

· All notice boards with any child information on, are only put out once our doors are closed and we have no visitors coming.
· Our staff discuss children’s general progress and well being together in meetings, but more sensitive information is restricted to our manager and the child’s key person and is shared with other staff on a need to know basis.

· We do not discuss children with staff who are not involved in the child’s care, nor with other parents or anyone else outside of the setting.

· Our discussions with other professionals take place within a professional framework and not on an informal or ad-hoc basis.

· Where third parties share information about an individual we check if it is confidential, both in terms of the party sharing the information and of the person whom the information concerns.
· Student placements/volunteers/supply staff/parent helpers are all advised of this policy and our privacy notice, which they are required to respect.
· We request permission from parents to use their email addresses for mail chimp newsletter and day to day nursery information. 
Legal framework
· General Data Protection Regulations (GDPR) (2018)
· Human Rights Act (1998)
Further guidance
· Information sharing: Advice for practitioners providing safeguarding services to children, young people, parents and carers (HM Government 2015)
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